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Preliminary Notice: 

For easier reference we chose to use the word “Employee(s)“ in this Manual which gene-

rally includes members of the Board of Management as well as managing directors and 

both the male and female gender.

The term “A” stands for all afiliated companies within the A group.

This English version of the Compliance Manual is a translation of the German original.
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Dear Colleagues,

A bears social responsibility not only towards customers and investors but also to-

wards employees and the public. Needless to say it is in the interest of all Anians and 

shareholders, to generate positive results as A Group. 

In addition, we also deal with a great variety of topics and experience constant change. 

Industry 4.0 or the Internet of Things calls for new business models and or global growth 

prompts new structures. 

It is essential to comply with the applicable laws at all times and everywhere – in all areas 

both internally within A group and in connection with our customers as well as sup-

pliers. It is equally important that we live up to our internal rules and ethical principles. 

This is the only way we can fulil our responsibility and increase our company value sus-

tainably. Laws, internal policies and our Core Values interlock like the on the front page 

printed gear wheels and are signiicantly driven through our Compliance Process. Corpo-

rate Compliance is an integral component of our self-conception. No matter whether you 

are a member of the board, a manager, an executive, a regular employee or an authorized 

representative of A globally – every one of us is responsible for A as a group abi-

ding by all relevant laws and rules.

As much as A underwent a change during the last years, the outlook of our Compli-

ance Manual has changed as well. Our Core Values however remained unchanged. The 

Manual shall support you to harmonize your behavior according to our Core Values and 

act ethically and legally responsible. We rely on this to maintain integrity for our company 

worldwide. This is the basis for our success. This is what we think “Orange Intelligence” 

also stands for.

Augsburg, 1 April, 2016 

The Executive Board of A Aktiengesellschaft 

Dr. Till Reuter     Peter Mohnen 

CEO     CFO
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I. A’s Core Values 

The following is a list of Core Values which relect what is 

truly important to A as an organization. These valu-

es are integral to our success and form the foundation 

on which we conduct business. Our Core Values remain 

constant – they are unafected by the trends of the day 

or changing market conditions and do not vary from time 

to time or situation to situation. Rather, they serve as the 

cornerstone of our corporate culture. 

These Core Values are the basic elements of how we go 

about our work at A which we must pursue every day 

in everything we do.
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A is committed to: 

1. Complying with all laws and cooperating with investigating authorities.

Complying with the law is mandatory, even if doing so means forgoing an advantageous 

business opportunity. We will actively assist and respond to oficial searches. We ensu-

re that the rights and interests of A and its Employees are not compromised.

2. Maintaining a high degree of integrity in its business dealings.

We will vigorously ight all forms of corruption and avoid conlicts of interest and ap-

pearances of impropriety.

3. Maintaining a cooperative working environment and the equal treatment of all 

individuals. 

We expect our Employees to show mutual respect for the privacy and dignity of others. 

Discrimination and harassment of any kind is not tolerated.

4. Transparency in its decision making processes. 

We will fully and accurately document our business transactions. 

5. The occupational health and safety of its Employees. 

We foster and maintain a sense of responsibility for safety, and will actively take mea-

sures to identify and eliminate or warn of potential hazards and dangers. 
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II. Content of Corporate Compliance

Corporate compliance is the manner by which a company complies with established gui-

delines, regulations, rules and laws. This is the way to prevent risks in order to avoid da-

mages to Employees, customers or other third parties. The primary feature of an efective 

compliance program is the exercise of due diligence in seeking to prevent, detect and 

respond to illegal or criminal conducts by Employees and authorized representatives. 

Compliance involves:

• Conducting business in a manner that emphasizes ethical and honest behavior.

• Following applicable laws and regulations.

• Efectively managing corporate resources and risks.

• Holding all individuals accountable for their actions.

III. Signiicance of Corporate Compliance

Abiding by the applicable law and our internal guidelines is an integral part of our corpo-

rate governance and business processes. This protects the integrity of A. 

Greater scrutiny of corporate behavior by governments worldwide has forced organiza-

tions to be proactive in monitoring and, when necessary, correcting the manner in which 

they do business. Severe civil and criminal penalties have been enacted to deal with cor-

porate wrongdoing which can be catastrophic to the reputation and business of any com-

pany. Governments have substantially increased the inancial penalties for companies 

whose employees engage in unlawful conduct  even if the conduct was mistakenly inten-

ded for the company‘s beneit. Publicly traded companies such as A ind themselves 

subject to even more stringent governmental requirements. 
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Unlawful and unethical conduct can result in disastrous consequences to A such 

as:

• Criminal penalties.

• Fines.

• Civil damages.

• Seizure of proits.

• Cancellation of (or exclusion from) contracts.

• Damage to good will and reputation.

• Termination of business relationships.

• Negative perceptions by shareholders and the public in general.

Not only could there be negative consequences for A, but corporate compliance vio-

lations may also entail serious consequences for A Employees under employment law 

(warning, transfer and termination), civil law (damages) and criminal law (ines, penal-

ties, imprisonment or other criminal sanctions). 

IV. Objective of A’s Corporate 
Compliance Program

A strives to act as a responsible corporate citizen in a manner consistent with the 

requirements of the law. Merely detecting criminal conduct and regulatory violations, 

after the fact, is insuficient.  To be both reliable and efective our Corporate Compliance 

Program must be an integral element of our daily business decisions and operations. The-

refore, the objective of A’s Compliance Program is to ensure that, in accordance with 

our Core Values, A Employees and our authorized representatives are aware of, and 

comply with, all relevant laws, rules and regulations. 
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A achieves this by:

• Promoting a corporate culture that encourages ethical conduct and a commitment 

to comply with the law. 

• Establishing clear and concise written standards, Group Policies and procedures 

designed to prevent, detect and respond to improper conduct.

• Communicating our standards, Group Policies and procedures through appropriate 

training programs.

• Assigning operational responsibility for the Program to high level Employees.

• Providing a system to handle Employee complaints without fear of retaliation.

• Consistent veriication of corporate and Employee compliance with laws and Group 

Policies.

• Making appropriate modiications to the Program as may be necessary.

V. Details of A’s Corporate 
Compliance Program 

A.  General

This Manual serves as a general overview of A‘s Corporate Compliance Program. 

The basic structure of our Program, contact information and general rules of conduct, 

cooperation and personal commitment, are explained in this Manual. More detailed 

rules regarding speciic topics may be found in separate Group Policies that have been, 

or will be, issued by the A Board of Management from time to time. 

B.  Applicability 

A’s Compliance Program applies throughout the entire A Group and to each 

and every member of the Board of Management, executive manager, Employee and, to 

the extent relevant, authorized representative and other business partners of A 

world wide. Executive managers shall lead by example and therefore they have to en-

courage Employees to act responsibly considering the Compliance Program. The Em-

ployees in charge of dealing with the authorized representatives have to inform the 

latter about the Group Policies by delivering to them a copy of the Compliance Manual.  

Our Group Policies may be, if so warranted, imposed on other business partners in the 
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scope of the contractual relationship as well. 

C. Organization/Responsibilities

1. Chairman, Chief Executive Oficer

The overall responsibility for our Compliance Program rests with the Board of Ma-

nagement of A Aktiengesellschaft, who directly reports all compliance matters 

to the Audit Committee of the A Aktiengesellschaft Supervisory Board. Minding 

its responsibilities the Board of Management has assigned the various tasks to cer-

tain functions. 

This includes: 

• Taking ‘ownership‘ of the compliance function and having overall responsibili-

ty for initiating, coordinating and reviewing A’s compliance eforts.

• Monitoring care and attention of compliance matters. 

• Identifying resources, support and infrastructure needed to pursue complian-

ce efectively.

The Head of the A AG Legal Department - as a general rule - has been appointed 

by the CEO as A‘s Chief Compliance Oficer. 

2. Chief Compliance Oficer 

Management, operation and future enhancements of the Compliance Program are 

the responsibility of the Chief Compliance Oficer who has been charged with the 

duty of overseeing all compliance issues in the A Group. 

This includes, among other things:

• Leading A’s compliance eforts. 

• Consulting and mentoring in compliance matters.

• Supervising A‘s adherence to the A Core Values.

• Ensuring the distribution of the Compliance Manual to all A Employees 

and authorized representatives.

• Training A Employees on compliance issues. 

• Managing investigations in cases of suspected compliance violations.

• Responding to requests from regulatory authorities.
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• Coordinating an annual review of the Compliance Program.

• Monitoring the eficiency of the current compliance-organization (including 

issuing regular reports) as well as making suggestions for improvements.

• Serving as the Chairman of the A Compliance Committee.

3. Compliance Committee

The primary purpose of the Compliance Committee is to assist the Chief Compliance 

Oficer in developing and enforcing our Compliance Program.

In particular, the Compliance Committee is charged with: 

• Reviewing the Program needs based upon history of violations, risks of future 

violations, regulatory regimes and Group Policies.

• Initiating internal investigations to validate and enhance the Compliance 

Program. 

• Uncovering and closing any gaps in organizational deiciencies in compliance.

• Ensuring a means for Employees to report compliance issues and register 

complaints.

• Integrating the Compliance Program into other A communications pro-

grams and organizational operations.

• Responding to questions and other inputs submitted.

• Conduct training of A Employees and authorized representatives on com-

pliance-issues.

The Compliance Committee will meet at least four times each year, and as many 

additional times as the Chief Compliance Oficer deems necessary. 

The Committee shall be comprised of at least the following individuals:

• Chief Compliance Oficer of A Aktiengesellschaft (Chairman).

• Head of the Legal Department of A Aktiengesellschaft (if this is not the 

same person as the Chief Compliance Oficer).  

• High level Employee of Purchase.

• High level Employee of Marketing and Sales. 

• High level Employee of R&D or of Production. 
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4. Compliance Oficers

Compliance Oficers are responsible for attending to the day to day operation of the 

Compliance Program within their given and assigned area. 

A has appointed the following Compliance Oficers:

• Compliance Oficer for the Americas

• Compliance Oficer for Asia/Paciic

• Compliance Oficers for any Companies not located in the Americas or Asia/

Paciic of the 

 – A Robotics Company

 – A Systems Company

 – A Industries Company

 – Swisslog Company

Each Compliance Oficer reports directly to the Chief Compliance Oficer. For A 

Aktiengesellschaft the Chief Compliance Oficer also assumes the function of the 

Compliance Oficer. 

Compliance Oficers have the following responsibilities in their assigned area:

• Respond to individual compliance issues and questions.

• Assess local compliance risks.

• Conduct periodic compliance training.

• Establish communication channels for reporting suspected compliance viola-

tions.

• Investigate alleged compliance violations.

The Compliance-Oficers coordinate matters with the Compliance Committee 

5. Ombudsman

A has appointed an independent Ombudsman (cf. “Annex Contact Persons“ to 

Part A) whom you may contact in extraordinary cases or where you cannot (or do 

not wish to) communicate your concerns to your supervisor, HR Department or the 

responsible Compliance Oficer.
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D. Communication/Your Contacts

In order to efectively communicate your questions or concerns regarding compliance 

issues you need to know whom you can and should contact. The following communi-

cation channels apply.

1. General Rule

As a general rule you should always irst address your concern to your supervisor. 

Your supervisor knows your area of activity best and should be able to answer your 

questions regarding compliance issues while illustrating the required conduct by 

using practical examples from your work. Supervisors are required to report compli-

ance issues or compliance violations to the HR Department.

Should you have any questions or wish to report something that you cannot (or do 

not wish to) communicate to your supervisor, or if the involvement of your super-

visor would appear to be inefective, impracticable or inappropriate, please contact 

either your HR Department or your Compliance Oficer (A AG Employees may di-

rectly involve the Chief Compliance Oficer). HR Departments are required to report 

compliance issues or compliance violations to the responsible Compliance Oficer. 

The Compliance Oficer is required to report compliance issues or compliance viola-

tions to the Compliance Committee.

The names and contact details of the current Compliance Oficers are set forth in 

this Manual in “Annex Contact Persons“ to Part A. 

2. Ombudsman

You may also contact the Ombudsman regarding your questions, doubts or suspi-

cions about compliance. However, this should only occur in exceptional cases, as 

any concerns and compliance issues should be, in the irst instance, resolved at 

your local Company level. Usually questions regarding compliance issues can be de-

alt with much faster and in a more straightforward manner in direct discussions 

with your supervisor, HR Department or your Compliance Oficer, since they are the 

most familiar with the day-to-day business in your area. Therefore, carefully consider 

whether it is really necessary to contact the Ombudsman directly rather than your 

supervisor, HR Department or your Compliance Oficer. 

You may also make an appointment for a personal or telephone discussion with the 

Ombudsman. We would ask you to please state the reason for your request when 

making the appointment. However, before you speak to him, it would be expedient 

and advisable to provide information that is as precise as possible, so that he can 

deal with your concern in the most eficient manner when you meet. If you so re-
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quest, the Ombudsman will not disclose that you have contacted him about your 

concerns. In fact, as an attorney-at-law, the Ombudsman is under a professional 

obligation of secrecy. 

If the Ombudsman conirms your suspicion that the Group Policies in our Complian-

ce Program have in fact been violated, he will pass this information on to the Com-

pliance Committee without disclosing your identity. The Compliance Committee will 

initiate an investigation of each case reported by the Ombudsman.

The name and contact details of the current Ombudsman is set forth in this Manual 

in “Annex Contact Persons“ to Part A. 

3. Professional, technical and legal questions

It is impossible for any one person to be aware of all the professional, technical 

and legal aspects that afect their work. That is why A has established various 

departments that possess expertise and knowledge of speciic laws, rules and regu-

lations (e.g. IT, Export Control, Occupational Health and Safety, Purchasing, Legal, 

etc.). Should you have any questions relating to professional or technical issues, you 

may contact these A experts directly.

4. Conidentiality 

You can be assured that any compliance questions or concerns you have will be re-

viewed and discussed with you. All issues you raise will be held strictly conidential. 

At no time will any A Employee sufer any disadvantage for raising compliance 

questions or suspicions. Compliance questions or issues can, of course, be forwar-

ded anonymously by A Employees. 
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Standard procedure

Exception

5. Reporting channels 

The current Chief Compliance Of icer, individual Compliance Of icers and Ombudsman are 

set forth in this Manual in “Annex Contact Persons“ to Part A.

SUPERVISORY BOARD

COMPLIANCE-COMMITTEE

Audit-Committee

Chief Compliance Oficer

Compliance

OficersOmbudsman

Supervisor

Employee

  HR Department

Authorized 

Representative

Executive Board

CEO
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VI. Group Policies

A Group Policies are periodically issued by the Board of Management of A AG to 

speciically address how Employees should conduct themselves in speciic situations and 

with respect to particular laws and issues. Each Group Policy focuses on compliance with 

applicable laws on a speciic topic. Every Group Policy is an integral part of the A Com-

pliance Program and applies to all A Employees worldwide. Remember, Group Policies 

do not address all laws and all circumstances. When in doubt ask for direction from your 

supervisor, HR Department, Compliance Oficer or the Legal Department. A brief sum-

mary of each Group Policy set forth in Part B of this Manual is given below.  These Group 

Policies will be updated in regular intervals. The Group Policies included in this Manual do 

not comprise all policies which are in force within the A Group. For all Group Policies 

as being in efect from time to time please check the A intranet under:

http://www.mykuka.com/en-us/corporatecompliance/

1. Cooperation within the A Group

A encourages a corporate culture of support, respect, fairness, privacy, professiona-

lism, and loyalty which are indispensable for a good working environment. Discrimina-

tion and harassment of any kind is not tolerated. 

2. Authority to Represent and Sign

A uses the ‘two-signature’ principle. Two authorized individuals must sign or other-

wise agree with every corporate transaction. 

3. Use of Legal Department

The A Legal Department must be consulted prior to entering certain transactions. 

Employees are also encouraged to use the Legal Department if they are unsure of exact 

legal requirements to meet as part of their job function. 

4. Conduct during Oficial Searches

A cooperates with authorities conducting oficial searches. All such eforts are 

co-ordinated by the A Legal Department. 

5. Fair Competition

A prohibits violations of fair competition laws via, for instance, dishonest, mislea-

ding or false advertising. 
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6. Antitrust Law (Cartel Agreements, Price Fixing)

A is committed to free competition in the markets and therefore rejects any busi-

ness behavior which is intended to achieve economic beneit via unfair competition or 

by way of unlawful anti-competitive agreements. 

7. Foreign Trade and Export Controls  

A observes all the laws and regulations governing export, import, foreign trades as 

well as war weapons control. 

8. Insider Guideline for A Employees

A Employees abide by all prohibitions on insider trading.

9. Business Transactions

A Employees and authorized representatives are mindful of their duty to diligently 

take care of A’s assets. They must avoid conlicts of interest.

10. To Avoid Corruption  

A Employees must not engage in any form of corrupt behavior and are prohibited 

from improperly inluencing decision-makers by ofering, promising or granting bene-

its or advantages. Likewise, A Employees are prohibited from demanding beneits 

or accepting promises or beneits in their business dealings with third parties. 

11. Retention of Advisers

A selects its advisers and intermediaries carefully to avoid: (i) unnecessary de-

pendency; (ii) corrupt behavior; and (iii) improper or excessive remuneration. When 

retaining advisers or intermediaries, A maintains a high level of transparency th-

rough detailed documentation.

12. Cash Transactions / Prevention of Money Laundering 

A complies with all statutory provisions that prohibit money laundering and limits 

the use of cash transactions. 

13. Third-party Services

A complies with all tax and social security provisions in obtaining work and ser-

vices from third parties. A does not use contractors whose self-employment is only 

ictitious. 
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14. IT systems and Data Protection  

A exercises due care in the handling of its corporate data as well as the data of its 

customers, suppliers, and protects all such data from unauthorized use. 

15. Use of Company Equipment

A Employees must treat Company equipment with due care and protect such 

equipment from loss, theft and misuse. As a general rule, Company equipment may 

only be used for work purposes. 

16. Health, Occupational and Environmental Safety

A strives to provide a safe, healthy and hazard-free working environment and com-

plies with all safety and health laws and regulations.

VII. Learning the Program

A.  Corporate Compliance – A Constant Challenge for Every A Employee 

The success of our Compliance Program hinges on this Manual and the Group Policies 

not only being read but their contents and messages being understood and implemen-

ted into your daily work. This requires you to give careful thought to the content of our 

Program. You must understand which rules of conduct are relevant, or may become 

relevant in the future, in your speciic area of work. 

In most cases, your own good judgment and common sense will assist you in assessing 

your own conduct as to whether it is consistent with (or contrary to) our Compliance 

Program. You are encouraged to contact your supervisor, HR Department or Compli-

ance Oficer whenever you have questions or doubts as to what constitutes proper or 

improper conduct.

Discussing and the sharing of information at your place of work is indispensable. While 

team spirit and cooperation are vital components of our Compliance Program, they 

must not be misunderstood. If an Employee believes that a colleague has broken the law 

or has acted in a manner inconsistent with our Compliance Program he shall notify the 

competent people within the Company accordingly. In the event of severe Compliance 

problems or violations an Employee failing to communicate this suspicion without un-

due delay will itself be considered a compliance violation. Authorized representatives 
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and supervisors shall, however, report without undue delay each and every suspicion of 

violation of a law or any rules of the Compliance Program. Employees are expected to 

keep themselves appraised via the Intranet of developments of the Program.

B. Training

The Compliance Committee conducts regular training sessions on corporate compli-

ance and individual topics. These training sessions are intended to educate Employees 

on what is considered proper and improper conduct. Refresher courses are provided in 

order to consolidate and deepen the knowledge and skills acquired. Periodically you will 

receive material appropriate for your position at A.

Employee participation in such training sessions, as being absolutely vital to the efec-

tiveness of our Program, is compulsory. 

C. Permanent Enhancement  

The Compliance Program is permanently enhanced. In the event of new laws or changes 

in the Company, amendments or revised versions of the Manual will enter into efect. 

The updated information relating to our Compliance Program, e.g. Group Policies, can 

be retrieved from the A Intranet under:

http://www.mykuka.com/en-us/corporatecompliance/ 
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VIII. Consequences of a Compliance Bre-
ach

Violations of our Compliance Program can be far reaching 

to both A and our Employees and authorized repre-

sentatives. Every breach can lead to consequences in civil, 

criminal and employment law. 

Depending on the type and severity of the breach, the Employee involved may receive a 

notice or a warning letter and/or can be transferred to another workplace. Where the 

breach is serious, employment may be terminated with immediate efect. 

In the event of non-observance of our compliance requirements the contractual relations-

hip with authorized representatives may be terminated.

A reserves the right to assert damages against Employees or authorized representati-

ves for any losses A incurs as a result of their misconduct. In addition to consequen-

ces under employment and contract law, misconduct may also result in criminal charges 

being prosecuted by the authorities with potential penalties ranging from ines to impri-

sonment. A reserves the right to lodge a criminal complaint against the ofending 

Employee or authorized representative.

Court proceedings in connection with compliance issues usually take several years and 

are costly. In the interest of A and, indeed, your own best interest, do not let a com-

pliance matter progress to the stage that one of the above measures needs to be taken. 

If in doubt, or if you have questions or suspicions, please immediately contact your su-

pervisor, HR Department, Compliance Oficer, as the case may be, or, in exceptional cases, 

the Ombudsman. Your active, and early, participation will enable A to ind a solution 

to your concern which will avoid serious consequences such as loss of job, termination of 

contract, obligation to pay damages or criminal prosecution.
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Annex: Contact Persons 
As of April 1, 2016

Chief Compliance Oficer

(Also serves as Compliance Oficer for the 

Employees of A Aktiengesellschaft)

Dr. Siegfried Schwung

A Aktiengesellschaft

Zugspitzstraße 140

86165 Augsburg

+49 821 797-5292

siegfried.schwung@kuka.com

Ombudsman Volker H. Hofmann

Law irm Hofmann & Partner

Hechtsheimer Straße 35

55131 Mainz

+49 6131 9334-0

kanzlei@hofmannpartner.de

Compliance Oficer for the Americas Jenny Husby

A US Holdings Company LLC

6600 Center Drive

Sterling Heights, Michigan 48312

USA

+1 586 795 1103

jenny.husby@kukanao.com

Compliance Oficer Asia/Paciic Edwin Wesdorp

A Robotics (China) Co. Ltd.

3rd loor, No. 889, Kungang Road

Xiaokunshan Town

Songjiang District

201614 Shanghai

China

+86 2157 072 682

edwin.wesdorp@kuka-robotics.cn
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Compliance Oficer for Robotics Group 

Companies outside of the Americas and 

Asia/Paciic

Abdullah Cevik

A Roboter GmbH

Zugspitzstraße 140

86165 Augsburg

+49 821 797-1226

abdullah.cevik@kuka.com

Compliance Oficer for Systems Group 

Companies outside of the Americas and 

Asia/Paciic

Klaus Konsek

A Systems GmbH

Zugspitzstraße 140

86165 Augsburg

+49 821 797-2572

klaus.konsek@kuka.de

Compliance Oficer for Industries Group 

Companies outside of the Americas and 

Asia/Paciic

Gerhard Moser

A Industries GmbH & Co. KG

Walter-Reis-Straße 1

63785 Obernburg

+49 6022 503-136

gerhard.moser@kuka.com

Compliance Oficer for Swisslog Group 

Companies outside of the Americas and 

Asia/Paciic

Lorenz Aebersold

Swisslog Holding AG

Webereiweg 3

5033 Buchs

Schweiz

+41 62 8379 528

lorenz.aebersold@swisslog.com
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1. Group Policy 

Principles of Cooperation within the 
A Group
As amended on April 1, 2016

A places great importance on good cooperation, mu-

tual courtesy, fairness, and respect for the privacy and 

dignity of others all of which are indispensable to a good 

working environment. 
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I. Principles of Good Cooperation

A good working climate is indispensable to A’s success. Loyalty, mutual assistance, 

respect, appreciation, openness, and fairness are hallmarks of A’s work ethic. Em-

ployees can, and must, contribute to a good working climate by observing the following 

6 principles of good cooperation and by implementing such principles in their daily deal-

ings with customers, suppliers, and other Employees. 

1. Collaboration and Cooperation

• Employees are always happy to help and can in turn rely on receiving support from 

their colleagues whenever needed.

2. Professionalism

• Tasks are tackled and solved in a target-oriented manner, while always striving to 

achieve the best possible solution.

• The quality of A’s work is always of the highest standard.

3. Diversity and Appreciation

• The diversity of A’s staf contributes signiicantly to the A corporate culture 

and a good working climate. 

• Characterized by the diversity of our Employees, A‘s corporate culture is based 

on appreciation. Diferences in religious beliefs and sexual identity or ideology, are 

treated with understanding and respect.

• Discrimination is fundamentally opposed to A‘s Core Values and is therefore 

prohibited.

4.  Respect

• A Employees must respect and treat others as they wish to be treated.

5.  Fairness 

• Principles of fairness have to be observed and complied with.
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6.  Honesty   

• Honesty and integrity contribute signiicantly to a positive corporate culture, create 

a climate of trust and helps to avoid misunderstandings. 

• A expects its Employees to regularly provide colleagues with open, honest and 

constructive feedback. 

II. Equal Treatment

A’s good working climate is particularly based on the equal treatment of our Employ-

ees. Any form of discrimination, whether in relation to other A Employees or third 

parties, is strictly prohibited at A.

Speciically, A prohibits discrimination based on:

• Race or ethnic origin.

• Gender.

• Religion or religious belief.

• Physical and mental disability.

• Age.

• Sexual identity/orientation.
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III. Harassment and Bullying

Sexual harassment and insulting, ofensive or aggressive comments towards others is not 

tolerated at A.

• A Employees must not perform unwanted sexual acts or demand any such acts 

to be performed. 

• Any physical contact of a sexual nature, sexual innuendo as well as the unwanted 

showing or visible displays of pornographic or similar images is prohibited.

• The privacy and dignity of others must be respected at all times.

• Making fun of or denigrating others, whether to their face or behind their back, is 

not allowed. 

• Any type of harassment (i.e. any intended or willful annoyance or discrimination) is 

prohibited.

IV. Complaints

If you feel that you have been the subject of unlawful behavior, you are encouraged to 

lodge a complaint with the Human Resources Department. In Germany your Human Re-

sources Department has also been designated to receive your complaints based on viola-

tions of the General Equal Treatment law. Lodging a complaint for unlawful or prohibited 

behavior is your right. Such complaints will be treated conidentially and investigated. No 

retaliation will occur if you ile a complaint.
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2. Group Policy

Authority to Represent and Sign
As amended on April 1, 2011

Every day, numerous contracts and other legally binding 

agreements are concluded as part of A‘s business op-

erations. A places great importance on following the 

correct procedures whenever we enter into such transac-

tions. Authority to ‘sign’ on behalf of a A Company is 

based either on the corporate Articles of Association, a 

resolution issued by the Board of Directors of the Compa-

ny or by the granting of a power of attorney. 

These forms of representation difer both in terms of the 

rules as to their establishment as well as the scope of 

the powers of representation granted. Irrespective of the 

form of representation, the A 2-signature rule applies 

to every corporate transaction. 
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I. The 2-Signature Rule

The responsibility for legal transactions at A should not be shouldered by any single 

individual alone. The 2-signature principle states that no individual is permitted to solely 

represent A in any legal transaction. 

When entering into a legal transaction, the following rules apply:

• The representation of A by any single individual is not permitted.

• Members of the Board Management or Managing Directors may only enter into a 

legal transaction if they are joined by at least one other Board member, Managing 

Director or a commercial Attorney-in-Fact.

• Legal transactions not involving the Board of Management or Managing Directors 

must be signed by two authorized individuals.

II. Company Policies

Each A Company must establish an internal policy/procedure that ensures compli-

ance with the A 2-signature rule. This policy shall identify who is ‘authorized’ to sign 

on behalf of the relevant A Company and under what circumstances. 

III. Bank Accounts

There are special rules concerning bank accounts which have to be complied with. 



B_Group Policies

IV. Dealing with Third Parties

All Employees and authorized representatives of A must comply with the fol-

lowing general guidelines when dealing with third parties:

• Employees and authorized representatives of A must always disclose that 

they are not acting in their own name but in the name of the relevant A 

Company. 

• In written business correspondence, stationery of the relevant A Company 

must be used.

• E-mail communications must contain information identifying the relevant A 

Company. 

• With regard to telephone discussions that are of legal relevance, it must be 

ensured that the other party has notice of your intention to act on behalf of the 

relevant A Company.
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3. Group Policy

Use of the Legal Department
As amended on April 1, 2011

As a multi-national publicly traded company, A is sub-

ject to numerous laws, rules, statutes and regulations.  

Compliance with these laws is imperative to A’s suc-

cessful operations.  Failure to comply could be disastrous 

to A in terms of ines, penalties, cancellation of con-

tracts and loss of good will. 

As a A Employee you are expected to comply with all 

applicable laws in the execution of your work. A has 

established and maintains a Legal Department with ‘in-

house’ attorneys-at-law that have the necessary training 

and experience to provide you with the information you 

need to comply with the laws that afect your job. 

This Group Policy is designed to provide a guideline on 

how and when you should contact the A Legal De-

partment for assistance.
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I. General Rule

All Employees are expected to know what laws afect their work activities and to follow 

those laws in all circumstances. If you are not sure which laws apply to you, irst ask your 

supervisor.  If he or she is unable to provide and answer, or a question still remains, you 

should contact the A Legal Department who will then provide the information and 

guidance you need.

II. Circumstances Requiring Legal Review

There are a number of corporate transactions which, by necessity, have to be reviewed 

by the A Legal Department.  These matters are either of such great importance, or 

involve such complicated issues, that the Legal Department must be consulted. Involving 

the Legal Department in such matters at an early stage will protect A and its Employ-

ees and reduce our corporate risks. 

Therefore, if you are aware of, or involved in, any of the following situations you 

must contact the A Legal Department for consultation and advice. 

• Changes in the legal organizational structure of any A Company.

• Acquisition or purchase of interest in any third party.

• Finance and capital market transactions.

• Partnership, joint development or cooperation agreements with a third party.

• Purchase, sale, lease, mortgage or similar rights with respect to real estate and 

buildings. 

• Any service agreement other than a standard employer/employee agreement.

• Any non standard commitment with an Employee.

• Granting or revoking powers of attorney.

• The purchase, lease, grant or assignment of intellectual property rights (licenses, 

patents, trademarks, copyrights and know-how).

• Signiicant warranty or damage claims.
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• Insurance matters. 

• Whenever the other side of a transaction is represented by an attorney.

III. Special Circumstances Requiring Le-
gal Management 

There are some corporate transactions that must be managed and controlled by the A 

Legal Department. These matters involve critical legal issues that require the Legal De-

partment be responsible for handling. 

Therefore, if you are aware of, or involved in, any of the following situations you must 

contact and turn over the matter to the A Legal Department for management 

and completion.

• Commencement, dismissal or settlement of legal proceedings, lawsuits, arbitra-

tions, mediations, or arbitrations.

• Investigations by governmental authorities (including summons, subpoenas, war-

rants or searches).

• Corporate acts such as amendment of Articles of Association or Bylaws, appoint-

ments and resignations of Oficers and Directors, or commercial register illings.

IV. Timing 

The A Legal Department can only provide efective assistance if it is becomes involved 

in an issue in a timely fashion. Sending a signed agreement to Legal ‘after the fact’ (or 

a draft after all negotiations have been completed) is unacceptable. To reduce A‘s 

corporate risks and assure that our transactions comply with all legal requirements, you 

should involve the A Legal Department as early as possible.
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V. Contact with other Attorneys

Only the A Legal Department is authorized to:

• Retain outside legal counsel and instruct such retained counsel on their legal 

assignments.

• Contact the legal counsel and legal departments of third parties.
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4. Group Policy

Conduct during Oficial Searches
As amended on April 1, 2011

Government agencies and other authorities have exten-

sive powers of investigation, usually including the right 

to search company premises as well as the private homes 

of certain Employees and representatives. Even the mere 

suspicion that an ofense has been committed may be 

suficient grounds for such a search. The fact that such 

a search has been conducted may have serious adverse 

efects for A. The proper behavior of our Employees 

during and after a search is crucial to avoid excessive and 

unnecessary disadvantages for both A and our Em-

ployees. 

This Group Policy is intended to provide a guideline for 

A Employees as to the proper behavior during search-

es and applies to all searches carried out by any investi-

gating authority. 
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I. General

Any search of A must be treated as a critical situation. 

For purposes of this Policy, ‘searches’ include:

• Authorities visiting A unannounced. 

• Subpoenas issued to Employees or a A Company. 

• Search warrants. 

• Coniscation or seizure of documents. 

• Examination of Employees.

Investigators may appear without warning and as a total surprise. Such a situation must 

be handled in a manner that most efectively safeguards the interests of both A and 

our Employees. 

II. Procedure

In the event of any search at A, the Head of A Aktiengesellschaft‘s Legal Depart-

ment or one of his legal staf members must be notiied immediately. This will ensure that 

the correct procedure is complied with.  Other Employees may be requested to assist and 

provide necessary support. Employees are required to comply with the instructions given 

by the Head of A Aktiengesellschaft‘s Legal Department or other Legal Department 

staf members. 

If the Head of A Aktiengesellschaft‘s Legal Department or one of the Legal staf can-

not be reached, the Managing Directors of the Group Company directly afected by the 

search will assume the function of coordinating A’s response until the Head of A 

Aktiengesellschaft‘s Legal Department (or a member of the Legal staf) can be reached.  

If a Managing Director of the Group Company is unavailable, the highest ranking oficer 

of the local Company afected by the search must be notiied. 
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III. Rules of Conduct  

The A Legal Department will manage A’s response to the search and (if needed in 

cooperation with external lawyers) ensure that the rights and interests of both A and 

its Employees are safeguarded. 

Until such time that speciic instructions are provided by the Legal Department, Em-

ployees who have been confronted with a request for a search should:

• Bring the oficials into a separate room (if possible an empty meeting room) and 

ask the oficials to wait until a member of the Legal Department or a person listed 

above arrives. 

• Ask to see the identity card of the oficial in charge of the investigation and ask for 

permission to photocopy it. 

• Ask to see the judicial search warrant (if one exists), and make a photocopy of it. 

• Refuse to answer any questions regarding the investigation (or provide any docu-

ments) until speciically advised to do so by the Legal Department.

• Generally endeavour to create a courteous and cooperative atmosphere. 

If the search is a written document that has been ‘served’ on or mailed to the Company it 

must be immediately provided to the Legal Department.

In exceptional cases, an oficial may insist on being given immediate access to the busi-

ness premises. It may also be that the oficial prohibits any kind of (telephone) commu-

nication by you. In this case, point out that you are under instructions not to let anybody 

enter Company premises without notifying, and checking with the Legal Department. 

Should the oficial prohibit you from notifying the Legal Department, the Board of Man-

agement or the Managing Directors of your Group Company then insist on immediately 

notifying an external lawyer. This request cannot be refused. 

If the oficial insists that you are required to give a testimony you should request that 

such examination be put of until an attorney-at-law is present. You have the right to 

consult with an attorney-at-law before and during the examination. This request can not 

be refused.
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5. Group Policy
Fair Competition
As amended on April 1, 2011

A is fully and unconditionally committed to fair com-

petition. We compete in the market solely on the basis of 

the good value and quality of our innovative products and 

services. Compliance with all the laws and regulations 

with regard to the prohibition of unfair competition is an 

integral part of our corporate policy. 

Unfairly competing in the marketplace damages A‘s 

public image and results in signiicant inancial conse-

quences. We therefore expect all our Employees and au-

thorized representatives to adhere to the principles of fair 

competition at all times.
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I. Basic Principles 

A strives to be fair in all of its business transactions and will not take any unlawful 

advantage over our customers, suppliers or competitors. Therefore, incorrect statements 

to customers or other persons about A, its products and services (in whatever form) 

must be avoided.

1. Prohibited activities

The concept of fair competition must prevail in all our business activities. Therefore, 

A will avoid: 

• Making false, slanderous, defamatory or disparaging remarks regarding the prod-

ucts, services and/or activities of employees of customers or competitors.

• Imitating products or services of a competitor if based on the exploitation of illegal-

ly obtained know-how or documents unlawfully obtained.

• The targeted obstruction of competitors.

2. Transparency and Accuracy

Promotional statements, marketing materials and all forms of advertising must be 

complete, accurate and able to be clearly understood.

Therefore:

• Key information may not be withheld or omitted from A promotional material. 

• Published performance speciications and features of our products and services 

must be both accurate and veriiable.

• Value judgments such as ‘the best’ should be avoided since no product or service is 

in every regard, and for all potential buyers, superior to all other products. 

• Published information must be transparent and accurate. Price information must be 

complete, understandable, and calculable.

• A press releases must not create the impression that they are independent jour-

nalistic contributions and must clearly identify A as the author. 
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3. Comparative Advertising

Comparative advertising is a particularly efective tool for prejudicing a competitor. 

Comparative advertising that may have a misleading or defamatory efect is strictly 

prohibited. 

Therefore, the following principles apply:

• Only products or services that are in fact comparable may be compared. 

• All comparisons must be veriiable.

• Value judgments made by third parties may not be used. 

• If a third-party test report is used, A must identify the source.

• Disparaging remarks about competitive products must be avoided.

4. Mutual Respect

Omit harassing behavior. 

This means:

• Do not transmit messages to customers or competitors that disguise or conceal the 

sender‘s identity.

• Do not place phone calls or send e-mails or unsolicited promotional letters to cus-

tomers who have indicated a desire to not receive such promotional materials.
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II. Intellectual/Industrial Property Rights

A owns many copyrights, patents, trademarks, know-how and other conidential and 

protected information. These corporate assets form a material part of A’s goodwill 

and are indispensable to our future business success. This proprietary information must 

therefore not be disclosed without approval of senior management of a A Group Com-

pany and then only if proper measures for protection of such information are in place.

Similarly, A respects the proprietary rights of its competitors. A Employees 

are therefore not permitted: 

• To use trademarks, patents, or other copyrighted information of competitors or 

third parties without the beneicial owner’s prior consent.

• To attempt to obtain or use conidential information about competitors, third 

parties or their products, unless the competitor or third party has agreed to this 

in a legally binding manner.

• To copy or use any copyrighted documents without the express prior consent of 

(or license from) the rightful owner.
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6. Group Policy

Antitrust Law
As amended on April 1, 2011

Compliance with antitrust laws is an integral part of A 

corporate policy. 

We comply with all antitrust requirements and restric-

tions and do not tolerate participation in agreements or 

any other practices that infringe any antitrust law. 
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I. Objective of Antitrust Law

Antitrust (competition) laws vary from country to country but generally have three 

main elements:

• Prohibiting agreements or practices that restrict free trade and competition. 

• Banning abusive behavior by a company dominating a market, or anti-competitive 

practices that tend to lead to a dominant position. 

• Supervising corporate mergers and acquisitions of large corporations, including 

some joint ventures. 

Antitrust law promotes a system of free, efective, fair, and undistorted competition and 

intervenes where the behavior of a company distorts, restricts or eliminates competition.

II. Dealing with Competitors

1. Basic principles for dealing with competitors

Sometimes, competitors need to collaborate. Certain types of agreements, however,  

are so likely to harm competition that they are deemed illegal. All other agreements are 

evaluated on a case by case basis which involves a factual inquiry into the agreement’s 

overall competitive efect.

As a rule, a company is free to choose how it wishes to exercise its freedom of action 

and decision in the market. Against this background, antitrust law requires a company 

to determine and implement its market behavior independent of its competitors. In-

dependence is the key. Therefore, as a rule, any coordination of market behavior with 

competitors is prohibited. 
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2. Core restrictions 

The following types of agreements are always deemed to be illegal:

• Fixing prices or output.

• Sharing or dividing markets or territories. 

• Sharing or dividing customers or suppliers. 

• Boycott agreements.

3. Cooperation between Competitors

The permissibility of any type of cooperation between competitors depends on the mar-

ket share of the companies involved. The question as to whether any such cooperation 

is allowed, can usually only be answered on a case-by-case basis. 

Should you be faced with any of the following scenarios (or if any other form of 

cooperation with a competitor is proposed to you), please contact the A Legal 

Department immediately: 

• Agreements concerning joint production.

• Contract manufacturing (“extended workbench”).

• A competitor wishes to contract A for the production of one of its own prod-

ucts.

• Joint research and development. 

• Licensing of rights to patents, software or know-how. 

• Joint procurement. 

• Formation of joint ventures. 

• Bid rigging (collusive tendering).

4. Informal agreements

Antitrust laws do not only apply to formal written agreements. Rather, these laws extend 

to all informal (‘gentlemen’) agreements and any other forms of cooperation that do not 

rely on the existence of written agreements (so-called ‘concerted practice’). Even the ex-

change of competitive sensitive data can be an infringement of antitrust law.
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III. Dealings with Customers and Suppli-
ers

1. Basic principles for dealing with customers and suppliers

The relationships between A and its customers and suppliers are subject to difer-

ent rules than its relationships to competitors. However, the stricter requirements for 

conduct with competitors must be followed if the customer or supplier is at the same 

time a competitor of A. 

Generally:

• Simple supply relationships that are limited to sporadic purchase orders are not 

subject to any restrictions. 

• The inclusion of competitors as subcontractors after A has been awarded a 

contract is permitted. However, an understanding with a competitor before or 

during an invitation to tender, under which one of the competitors agrees to refrain 

from bidding or to withdraw its bid in return for the promise of being involved in 

the project as a subcontractor, is illegal. However, this does not prevent A and a 

competitor from approaching a potential customer with a joint proposal.  

2. Prohibited Activities

When dealing with customers and suppliers the following activities are strictly 

prohibited:

• Resale price maintenance (ixed and minimum resale prices). Nonbinding price 

recommendations and preset maximum resale prices however are permissible. 

• Most favored nations clause to the detriment of the customer are always deemed 

illegal. However, such clauses are permitted if to the detriment of the supplier.

• Restrictions on passive resales. ‘Passive resales’ is deined as sales in response to 

unsolicited orders.l.  

3. Other Resale Restrictions

Not all restrictions imposed by a company on its customers with regard to the resale of 

products are unlawful. A number of restrictions are permissible if the market share of the 



B_Group Policies

enterprise (i.e. the supplier) does not exceed a certain threshold. The determination of 

the market share is based on the ‘relevant market’ and requires complex examination. 

Whenever one of the following clauses is intended to apply in your area of responsi-

bility, you must contact the A Legal Department for an evaluation.

• Restrictions on resale.

• Restrictions in connection with exclusive distribution agreements. 

4. Exclusive Dealing Arrangements 

Supply relationships may give rise to the economic need to ensure the exclusivity of 

the other party‘s supply of products or services. Absent a dominant position, exclusive 

dealing arrangements are permissible with certain limitations. In individual cases, the 

permissibility of such arrangements depends on various factors. In most cases, only the 

A Legal Department can therefore carry out the examination.

5. Intellectual Property / Industrial Property Rights

The evaluation of anti-competitive clauses in license agreements depends on many dif-

ferent factors, not just the type of rights licensed or the content of the rights granted. 

The A Legal Department must therefore be consulted prior to entering into any 

license agreement. 

IV. Abuse of a Dominant Position

The behavior of companies with dominant market positions is subject to particularly strict 

antitrust controls.  Dominant market positions must not be abused or exploited in ways 

that would harm a true competitive environment. The abuse of such a dominant position 

is always prohibited. A dominant enterprise may not treat customers or suppliers unfairly 

(e.g., take advantage of them) or unduly obstruct competitors. Market dominance is not 

against the law – what is prohibited is any abuse of a dominant position. 

In the following cases, particular caution is advised:

• Charging customers diferent prices, unless there is a justiiable reason to do so. 

• Predatory pricing (pricing products to drive competitors out of the market or to 

prevent them from entering the market).
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• Exclusive dealing arrangements.

• Sales target rebate systems.

• Loyalty rebates.

• Tying (conditioning the supply to a customer on the purchase of additional prod-

ucts by the customer). 

• Refusal to supply.

Often it is not clear whether or not an enterprise is dominant and/or its conduct is abusive. 

This can only be assessed by a thorough review of the individual case by the A Legal 

Department. Where customers, suppliers or competitors claim that they have been unduly 

obstructed, compromised or taken advantage of as a result of an agreement, a marketing 

measure or any other conduct on the part of A, you must contact the Legal Department 

immediately.

V. Meetings with Competitors/Industry 
Conferences

A attends numerous meetings with its competitors. Generally, such meetings are 

permissible. However, meeting with competitors (even at industry conferences or trade 

associations) entails the risk that such meetings may be used for collusion. 

The following rules of conduct must be observed particularly when you take part in 

trade association activities:

• Set out a clear agenda.

• Whenever discussions turn to topics that infringe antitrust law, you should 

protest and insist on the discussion ceasing immediately. If need be, leave the 

meeting and have your departure recorded in the minutes of the meeting. Draft a 

memo regarding the incident as soon as possible after the meeting and immedi-

ately inform the A Legal Department.
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7. Group Policy

Foreign Trade and Export Control
As amended on April 1, 2016

A supplies automation solutions to many industrial 

sectors on a large scale in many countries around the world. 

In our trading relationships, A avoids any activity that 

would jeopardize foreign relations, security interests or the 

peaceful coexistence of the world‘s nations. A ensures 

all of its exports are conducted legally. 

A is therefore committed to complying with the re-

quirements under all domestic and international foreign 

trade and export control laws, rules and regulations. 
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I. General Principles  

In principle, the world-wide trade in goods is free. However, the export of certain goods 

may be prohibited or require a license. Trade bans, embargoes, license requirements and 

restrictions designed to combat terrorism are complex and, at times, dificult to decipher. 

While A has appointed certain Employees whose function is to be familiar with all 

such legal nuances, it is nonetheless important for each Employee to be appropriately 

familiar with foreign trade and export law and its requirements. 

II. Export Coordinator/Export Control 
Oficer

A has appointed, where prescribed by law, Export Coordinators. Each Export Coordi-

nator is assisted by one Export Control Oficer. Every A Company has also appointed 

one Employee responsible for import and export at the local level. 

The Export Coordinators are responsible for organizing import and export control eforts 

within their Division, selecting and training staf, and monitoring compliance with the 

provisions of all foreign trade and payment laws. The Export Control Oficers have the duty 

of assisting the Export Coordinators.

III. Critical Transactions 

1.  Prohibited Transactions  

Various laws prohibit the export of goods to certain countries, organizations, and per-

sons. The lists identifying who is subject to embargoes and export bans are continuous-

ly updated. Prior to any transaction, A will determine whether the transaction is 

prohibited and, if so, we will decline the transaction.  

2. Transactions Requiring a License

Some transactions, although not prohibited, require A to obtain a license prior to 

export. Generally the granting of a license will depend upon the classiication of the 
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product, its destination, the proposed end user and the intended us of the product.

Even though A products have been designed for civilian use, some of our products 

could be used in the military or paramilitary sector or in the production of armament 

goods (so called ‘dual use goods’). A will not export any such goods without irst 

obtaining the necessary licenses. 

3.Duty to Obtain a License for Transfers within the European Union

The movement of goods between the Member States of the European Union is referred 

to as ‘transfer’ (as opposed to an ‘export’). Whether or not a license must be obtained 

for a transfer, depends on whether the goods will remain within the European Union 

or whether they will subsequently be exported to non-EU countries. Please check with 

your Export Coordinator for further information.

IV. Documentation

A will maintain detailed records of all its exports and transfers. Records must 

include documents which permit veriication of the:

• Designation of dual-use goods.

• Quantity of the goods.

• Name and address of the forwarding agent and the recipient.

• End-use and the end-user of the goods.

Records must be kept for a period of ten years from the end of the calendar year in which 

the export or transfer took place. 
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8. Group Policy 

Insider Guideline for A Employ-
ees
As amended on April 1, 2011

A Employees may have access to conidential infor-

mation that is not generally known by the public which 

information, if it became known, would have a signiicant 

efect on the price of A shares or the shares of other 

companies. Because A is a publicly traded company 

we are particularly subject to a number of laws regarding 

the purchase and sale of A stock. 

Employees are therefore required to comply with all in-

sider rules with respect to the German Securities Trading 

Act. Under no circumstances may insider information be 

used for personal gain or the gain of third parties.  
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I. Principles of Insider Regulations

1. Who is an Insider?

The law distinguishes two categories of insiders: primary and secondary insiders.

• Primary insiders are persons who obtain insider information as investors in securi-

ties or as part of their regular work activities. 

• Secondary insiders are all other persons who obtain insider information in another 

manner and without proper authorization. This includes an Employee who acciden-

tally becomes aware of insider information while looking at a PC screen or copies of 

documents left lying around.

2. What is Insider Information?

Insider information is any information concerning A (or another company) that is 

not available to the general public which information in the event of disclosure may 

signiicantly afect the stock or trading price of securities and which an investor would 

likely consider to be important in making a decision whether to buy, sell or hold onto 

A stock or the stock of another company. Only provable facts can be insider infor-

mation.  Opinions, views, and value judgments are not considered insider information. 

The unauthorized use of insider information is known as insider trading, which is pro-

hibited and sanctioned by criminal law.

II. Prohibitions

While reference is speciically made to the trading of A stock, insider trading pro-

hibitions generally apply to trading of any securities listed on stock exchanges or being 

publicly traded. 

1. Prohibition of Trading

It is prohibited to buy or sell securities for one’s own account, or for the account or on 

behalf of a third party, when using insider information.
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This means in particular that you can not buy or sell A stock if you are in possession 

of insider information about A or information relevant for A that has not yet 

been published. Once the information has been published by the Board of Management 

in the form of an oficial ad-hoc disclosure, you may once again buy or sell A stock. 

2. Prohibition of Disclosure

It is prohibited to disclose, or make available, insider information to a third party.

This means in particular you may not share insider information about A or informa-

tion relevant to A with third parties. This prohibition applies to customers, suppli-

ers, analysts, journalists and even your family and friends. 

3. Prohibition to Recommend and to Induce

It is prohibited to make a recommendation to, or otherwise induce, a third party to buy 

or sell securities on the basis of insider information.

This means in particular you cannot recommend or ‘tip-of’ relatives, friends, and other 

third parties to buy or sell A stock if you have the insider information about A 

or information relevant to A, even if the insider information itself is not being dis-

closed by you.

III. Rules of Conduct for Trading Insider 
Securities 

In general A advises against short-term sales and purchases of A stock. Employ-

ees should always consult with the Head of A Aktiengesellschaft‘s Legal Department 

prior to any purchase or sale of A stock if they have any reservation concerning what 

constitutes insider information or if a particular purchase or sale of A stock is pro-

hibited. 

1. Maintenance of Insider Lists

The General Counsel (Head of Legal Department) of A Aktiengesellschaft maintains 

insider lists. The insider lists include individuals who work for A and in connection 

with their position have access to insider information. Such lists shall serve to prevent 

insider law breaches and to monitor circumstances giving rise to insider information. 
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2. Further advice to Follow

• Maintain strict conidentiality and secrecy with regard to any and all insider infor-

mation you have. You must not disclose any insider information to friends, family 

and/or other persons – not even by way of a ‘hint’. 

• Treat all insider information conidentially within the A organization. Any dis-

closure of insider information must be only on a ‘need-to-know’ basis. The group of 

staf members ‘in the know’ must therefore be kept as small as possible.

• Use insider and other conidential information solely for fulilling the task for which 

you have received or created such information.

• Keep documents and data containing insider information against unauthorized 

access by secure means such as locked iling cabinets or password protected.

• Verify the security of both transmission and receipt of insider information. 

• Do not leave sensitive lip chart pages or other material in meeting rooms.

• Any and all obsolete documents containing insider information must be destroyed 

(by means of a shredder or through central document destruction). 

• Never discuss insider information in public or in areas that are accessible to third 

parties such as elevators, break areas or other ‘public’ places.

• Ensure that no conidential information is disclosed whenever you are in contact 

with third parties. Immediately forward any inquiries about insider information 

from representatives of the media to the A Public Relations Department. 
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9. Group Policy

Business Transactions
As amended on April 1, 2011

Procurement and sales are of paramount importance to 

A. A positive business relationship with our custom-

ers and suppliers is one of the keys to our success. 

It is the duty of our Employees and authorized represen-

tatives to establish, foster, and cultivate these business 

relationships. 
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• The “Group Policy on Binding Quotations and Acceptance of Customer Orders by 

A Companies” must be complied with.

• All other applicable Group Polices, such as on Antitrust law and on Corruption 

(both included in this Manual as Group Policies 6 and 10) need to be observed. 

I. Fiduciary Responsibility 

Each procurement and distribution transaction afects A’s assets position. A corre-

sponding duty to protect and diligently manage such position is imposed on each Employ-

ee involved. Hence, business decisions shall solely be made on the basis to achieve the 

best possible result within the prevailing competitive environment. Breach of this duty is 

sanctioned by criminal law (for example in Germany § 266 Criminal Code). 

II. Transparency

In business, transparency means that an independent third party, who is not involved 

in a transaction, is able to accurately trace the entire transaction solely on the basis of 

existing iles and records. At A, each purchasing and sales transaction must be doc-

umented in writing, clearly identifying the: (a) parties involved; (b) subject matter; and 

(c) inancial terms and conditions. Verbal agreements should be documented and then 

forwarded to the other party for written conirmation.

III. Invitations to Bid

A wins bids by ofering innovative high-quality products at competitive prices. Any 

form of unfair inluence is prohibited. 



56_57   

IV. Assignments and Approvals

In our Company the 2-signature rule applies. Further details are set out in the Group 

Policy on the Authority to Represent and Sign (included in this Manual as Group Policy 

2). If the business transaction requires the prior approval of a Board within the A 

Group of Companies such approval must be obtained irst before you can proceed with 

the transaction.

V. Conidential Information

All business and trade secrets of A, its customers and suppliers must be treated con-

identially. Unless the business relationship gives rise to a direct need to know, trade 

or business secrets must not be disclosed to suppliers or customers. Where disclosure 

cannot be avoided, it must be ensured that conidentiality and non-disclosure agree-

ments are executed with the customer or supplier. When third parties are involved in 

a transaction (such as subcontractors) care must be taken to ensure such third party is 

legally bound to hold all information A provides them conidentially. An Employee’s 

or authorized representative’s obligation to safeguard conidential information continues 

even after leaving A.
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10. Group Policy

To Avoid Corruption
As amended on April 1, 2011

A combats corruption vigorously and categorically. 

Employees and authorized representatives are expected 

to immediately report all cases of suspected corruption to 

their Compliance Oficer.
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I. Deinition of “Corruption”

Corruption means that a speciic advantage or beneit is intended to be given in consid-

eration for the granting of undue preference in business transactions. The advantage or 

beneit does not necessarily have to be money or gifts, but can in some cases also be of 

an intangible nature (e.g., personal advancement, promotion). The advantage or beneit 

may be in favor of the relevant Employee or an authorized representative or a third party 

(nepotism). The mere promise or the acceptance of a promise of an advantage/beneit 

as such is punishable. 

The most common form of corruption is the granting of undue and unfair preference in 

the procurement of goods or services.  

Corruption and corrupt practices are identiied in a number of criminal statutes world-

wide. However, corruption is not always obvious. The following are examples of the most 

common forms of corruption found in business transactions.

1. Bribes and Facilitation Payments 

A bribe is providing money (or something of value) to inluence the judgment or con-

duct of another. Facilitation payments, on the other hand, are usually made in order to 

dispose the acceptor in a positive way to expedite certain procedures and decisions. 

Both bribes and facilitation payments are prohibited by A. 

A recognizes that paying commissions to intermediaries and broker contacts with 

potential business partners is commonplace in certain countries provided that the in-

termediary truly renders a valuable service in compliance with applicable law. The per-

son receiving such payment must not be used as a middleman for A to pay either 

a bribe or facilitation payment. A corresponding obligation shall be imposed on each 

intermediary and broker.

2. Donations and Sponsorship

Donations to charitable or cultural causes may be desirable but can come dangerously 

close to corruption if intended to inluence a decision by a company or government au-

thority. Therefore, any commitment to make a donation or sponsorship must be agreed 

to by the local A Company Managing Directors as well as in cases of doubt by the 

Compliance Oficer and then properly documented. Additionally the adherence of the 

applicable Donations Group Policy must be considered. 
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3. Promotional Gifts, Entertainment, Invitations

While Employees or authorized representatives are encouraged not to receive or extend 

business courtesies, at times you may be in a situation to do so. Minor promotional 

gifts, entertainment and other invitations are a frequent occurrence in business and 

not necessarily an indication of corruption. A therefore condones such infrequent 

tokens of courtesy. However, where any such gestures are made with certain regularity 

or where they are unusually high in value, there is the risk an Employee or an autho-

rized representative could be exposed to a mounting dependency on third parties. Thus, 

a sense of proportion and restraint is necessary at all times. When in doubt, you should 

be too cautious rather than too generous. 

Please consider especially:

• Any gift received, or given, must be of the kind and size that complies with the 

internal policies and rules of both the giver and the taker and must be within the 

limits of what is customary within the business world and in line with social con-

ventions. Extravagant gifts are prohibited.

• Employees or authorized representatives must not accept or ofer entertainment 

gifts or personal favors that could, in any way inluence or appear to inluence, 

business decisions in favor of any person or organization. Never accept or ofer a 

gift that was given with the intention of creating dependence.

• Should you arrive at the conclusion that you cannot accept or ofer a gift, but fear 

that your refusal (or failure to give) may be considered as being rude, you should ex-

plain that A imposes very strict requirements for such gratuities. In most cases, 

your business partner will understand and respect your decision. If a giver absolute-

ly refuses to accept your refusal of a gift and is ofended by your rejection, then you 

should accept the gift, but then deliver it to your Compliance Oficer without undue 

delay.

• Attendance at a sponsored workshop, seminar or training session is permitted with 

approval of your supervisor or Compliance Oficer. Arrangements of the host that 

include travel or overnight accommodations at no cost to the Employee are not 

acceptable.

• A is committed to complying with all legal and tax rules and regulations 

concerning the giving or receiving of any gift or gratuity. Employees must therefore 

advise the Human Resource Department of any gift and gratuity given or received 

(except for minor courtesies or negligible gifts, such as promotional articles) so 

that applicable tax regulations can be followed.
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II. Identiication and Indications of Cor-
rupt Behavior

The following circumstances in particular are common ‘signs’ of possible corrupt conduct:

With regard to the execution of a business transaction:

• Unusual and implausible prices; recurring mathematical errors.

• Incomplete documentation without detail and lack of transparency. 

• The payee forwards only part of the payment to the person who placed the order. 

This may be an indication of an unlawful kickback.

• Payments to persons who are associated with the supplier/customer (which could 

therefore be categorized as covert payments to such supplier/customer).

• Cash payments.

With regard to the personal conduct of a A Employee or authorized representa-

tive:

• Inexplicably high living standard.

• Concealment of events and circumstances.

• Conspicuous preference for a particular supplier or vendor.

• Business decisions made without plausible reasons or proper documentation.
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III. Anti-Corruption Measures within the 
A Group

A Employees and authorized representatives must, at all times, avoid any appearance 

of corruption. 

Therefore, the following guidelines must be followed.

• Gifts to government authorities or agencies are strictly prohibited. 

• Employees and authorized representatives have a primary duty to promote 

A’s corporate interests and ensure that their individual interests or relation-

ships do not inluence work decisions. To avoid potential conlicts Employees 

and authorized representatives must separate their own personal interests from 

those of A. All relationships with third parties must be formed on the basis 

of objective criteria such as price, quality and reliability.

• Any potentially conlicting personal interests must always be documented and 

disclosed to your supervisor, Human Resources Department or the Compliance 

Oficer. 
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11. Group Policy

Retention of Advisers
As amended on April 1, 2011

At times A relies on external advisers. The careful 

selection of such advisers is of particular importance to 

A. 

Excessively high or inappropriate costs, permanent or 

structural dependence and unjustiiable preferential 

treatment of advisers is not permitted.
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I. Transparency and Documentation

A stands for transparency in its decision-making processes. Transparency means that 

an independent third party is able to trace a transaction solely on the basis of the existing 

iles and records. Thus, the retention of advisers must be documented in such a way to 

show that retention of the adviser was both justiiable and veriiable. 

II. General Guidelines

In selecting an adviser, A follows the following guidelines:

• The identity of the adviser must be veriied. 

• The reliability and the good reputation of the adviser must be conirmed. 

• ‘Letterbox’ companies may not be retained. 

• An adviser may only be retained if and when the services cannot be performed by 

an Employee at comparable cost, efort and with the appropriate level of skill.

• As a rule, the selection of an adviser should be made based on ofers obtained 

from a number of diferent advisers. 

• All agreements with advisers must be in writing and must be concluded before 

the adviser commences work. The contracted services must be speciically de-

tailed. General references such as ‘project organization’ or ‘consultancy’ are not 

suficient. The two-signature principle applies to all such contracts. 

• The adviser must act in his/her own name and on his/her own account. 

• Remuneration must be adequate, in line with market prices, and commensurate 

with the services actually provided. Payment may be made only if evidence of the 

work rendered is produced.  Cash payments to advisors are not permitted. 
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III. Conlicts of Interest

When providing services to A, an adviser must act independently. This independence 

can only be ensured if the adviser has no interests that could interfere with the perfor-

mance of services for A. 

Speciically:

• An adviser may not be part of A’s business or personal environment or the 

environment of a A business partner. 

• Retaining a related party as an adviser is a sensitive area and subject to close 

scrutiny. This includes spouses, civil partners and children as well as legal 

entities, companies or organizations which are directly or indirectly controlled 

by a A Employee. Any such engagements require the prior approvals of your 

Compliance Oficer. 

• Where the adviser is a politician, public servant, public ofice holder or a member 

of the government of any country his or her retention requires the prior approval 

of the A Aktiengesellschaft Board of Management and, if the adviser is a 

public servant or holds a public ofice, the consent of the head/director of the 

public agency. 

IV. Conidentiality

A is committed to protect not only its own conidential and proprietary information 

but the information of its customers and business partners as well. Therefore, unless the 

business relationship gives rise to a direct need to know, conidential and proprietary in-

formation must not be disclosed to an adviser. Written conidentiality and non-disclosure 

agreements must be included as part of the agreement to retain any adviser. 
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12. Group Policy

Cash Transactions, Prevention of Money 
Laundring 
As amended on April 1, 2016

A supports all measures necessary to prevent the 

inancing of transactions associated with or facilitating 

crimes (e.g. international terrorism). As such, certain 

transactions are prohibited at A.
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I. Cash Transactions

A does not undertake cash transactions on a large scale. As a rule, cash payments and 

receipts in the course of A business are usually not permitted. Nonetheless, situations 

may arise that require substantial cash payments particularly in connection with projects 

and business conducted in countries that do not yet have a developed inancial and banking 

system. In such cases particular caution must be taken to ensure money laundering and 

other illegal inancial transactions do not occur. In such cases A Aktiengesellschaft‘s 

Corporate Treasury / Finance Department must be informed of any such proposed cash 

transaction and their instructions must be followed.

II. Money Laundering

Money laundering occurs when inancial assets derived from an unlawful act are then 

invested in a legal transaction or used for a legal purpose thus concealing their illegal 

origin. If you become suspicious that funds or assets involved in a business transaction 

(irrespective of the amount involved) either originates from a criminal ofense or is in-

tended for the inancing of criminal associations such as terrorist groups, you must refuse 

the transaction and notify your Compliance Oficer immediately.

Regarding probable inancial obligations and inlow of inancial resources, A is obliged 

to know or get to know the identity of its business partners. This includes the “beneicial 

owner”, the person, in which possession, respectively under whose control, the business 

partner stands or on whose instigation he takes action. The A employee responsible 

has to take care of this identity veriication and document it.
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13. Group Policy 

Third-Party Services 
As amended on April 1, 2011

In addition to our Employees A uses ‘third-party’ ser-

vices to perform work functions. While such third-party 

services are of great importance to A, they inherently 

entail a number of risks. The precise and accurate assess-

ment of any legal relationship between A and an Em-

ployee involves various legal consequences. Correct iden-

tiication and diferentiation is often dificult. 

We must ensure correct classiication when creating legal 

relationships with individuals that will perform any type 

of work for A. 
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In case that an appropriate classiication can not be made using the criteria set forth 

below, the A Legal Department must be consulted. Moreover, all contractual rela-

tionships with third parties must regularly be reviewed to conirm compliance with this 

Policy and all legal requirements. This procedure will ensure from the outset that ap-

propriate social security contributions and taxes are correctly ascertained, withheld, and 

paid. A is committed to using only the correct classiications and categories under all 

employment, tax and social security laws.

I. Self-Employment

A wide range of criteria are used to distinguish a self-employed individual from an em-

ployee. However, there is no generally accepted formula for classifying someone as either 

self-employed or employed. The ‘designation’ of a relationship serves only as an indication 

of the actual legal relationship created. Each individual case must be reviewed as the 

actual ‘performance’ in the individual case is the decisive factor.

The following is a list of common criteria that support a classiication of self-employ-

ment:

• The ability to freely determine work, work hours and work place. 

• Employment of own staf.

• Registration of a trade or business.

• Providing own work material and tools.

• No permanent engagement (longer than one year) with any single customer. 

• Contracts with more than one customer.

• Remuneration depends on a speciic result and the outcome achieved (not the 

number of hours worked).

• Clear speciication of the work to be performed.

• Incurring of entrepreneurial risks.

• Own business card.

• Not entitled to receive typical employee beneits such as sick leave or holiday pay.
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The following is a list of common criteria that would support a classiication of depen-

dent employment:

• Bound by instructions regarding place, time and content of work.

• Integration into the company’s business.

• Performance of work that is typically subject to direction and control.

• No entrepreneurial risk. 

• Remuneration based on hours worked, not the job outcome.

• Work for only one company.

• Integration into the company timekeeping system. 

• Payment of sick and holiday leave and other beneits.

II. Fictitious Self-Employment

If someone is treated as self-employed, although that person is actually performing work 

as a dependent employee, this would constitute ‘ictitious self-employment.’ Even where 

the contract structure as such is correct, the way the contract is performed can neverthe-

less result in ictitious self-employment.

Fictitious self-employment unlawfully avoids the withholding and payment of beneits, 

wage, tax and other social security contributions and is, therefore, illegal. The engage-

ment of an individual whose work would in fact constitute ictitious self-employment 

must be avoided under all circumstances. 

III. Temporary Employment

From time to time, A engages temporary employees who are leased out to A by 

another company (in most instances by a temporary employment agency). All contracts 

with such third-party companies must be examined carefully to ensure that such compa-

nies pay applicable wages, beneits and satisies social security obligations with respect 

to the employee involved. General laws have to be complied with in these issues, as well 

e.g. in Germany the issuance of the permission for commercial employee leases by the 
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Agency of Labor. Please consult the Legal Department for further clariication if you have 

any questions concerning temporary employee leases.

IV. Illicit Employment

Illicit employment is based on the agreement to pay for work without withholding and 

remitting tax or social security contributions (‘under the table’). 

Illicit employment is deemed to exist if:

• A taxable person fails to meet his or her tax obligations arising from employment 

or from contracts for work or services; or

• A recipient of social security beneits fails to meet his or her notiication obliga-

tions arising from employment or from contracts for work or services.

Any form of illicit employment is strictly prohibited at A. A Employees are urged 

to report any suspicion of illicit employment to the Human Resources Department with-

out undue delay.
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14. Group Policy

IT Systems and Data Protection
As amended on April 1, 2011

Modern information technology systems are of funda-

mental importance to A, signiicantly contribute to 

our lead in innovation and support our business develop-

ment. A therefore considers the skilled handling by 

its Employees of eficient and secure information tech-

nology systems („IT Systems“) as one of the key factors for 

its business success. Information technology („IT“) con-

sists of all technical systems that collect, store, process, 

reproduce, and transmit information. 

This Group Policy is intended to outline the general guide-

lines which must be followed in the organization and op-

eration of A IT Systems.
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I. Personal Data Protection

1. Scope of Protection

Complying with data protection rules is of particular importance because the statutory 

requirements are both comprehensive and detailed. Generally, the collection, process-

ing, and use of personal data are only permitted if all legal requirements and statutory 

provisions are met. 

2. Data Protection

Personal data may not be given to other persons or to other companies within the 

worldwide A Group. For certain exceptions special rules apply, e. g. agreements 

with work councils, may exist, i.e. company agreement, which have to be complied 

with. 

A has taken a variety of measures to protect (and prevent the misuse of) all per-

sonal data collected, used, and processed at A. This includes, but is not limited to, 

technical measures for the protection against unauthorized access or interference. 

 3. Data Protection Oficer

A Aktiengesellschaft, each of its Group Companies and local Companies have ap-

pointed a Data Protection Oficer who will ensure compliance with this Group Policy 

and data protection provisions at their respective companies. 

II. Data Security

1. Data Integrity

The integrity of our data must be ensured on an on-going basis. This includes the pro-

tection of its conidentiality, availability, authenticity, and reliability. Any data used by 

A, be it personal data or trade or business secrets, must therefore be protected 

against unauthorized access and alteration. 
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IT Systems must be used in such a way that the integrity of all data is ensured during 

use, processing, storage and transmission. This can be achieved through various mea-

sures, such as passwords and encryption technologies. For further details on the pro-

tection of data integrity consult the relevant IT security standards and IT security check 

lists of A Aktiengesellschaft, the Group Companies as well as your local Data Pro-

tection Oficer. 

Note that copyright laws must always be observed when electronically processing or 

storing third-party data. 

2. Careful Handling

Employees must comply with the following standard of care when working with IT 

Systems: 

• IT Systems must be treated with due care and diligence.

• Modiications, installations, deinstallations, updates or maintenance of hardware 

or software may only be performed by the IT Department or upon their instructions. 

Exceptions have to be approved by the SSC-IT Department. 

• All IT Systems (including peripheral devices such as hard drives, CD-ROMs, DVDs, 

USB sticks, and the data stored thereon) must be appropriately protected from 

theft, loss, misuse or unauthorized use.

• Safeguards preinstalled by A (such as passwords, virus scanners, irewalls, etc.) 

must be used and may not be deactivated. Automatic software updates must not be 

blocked. 

If you suspect that an IT System used by A constitutes a security risk (because of a 

virus infection, a hacker attack or any other cause) you must notify your supervisor and 

your IT Department immediately.

Special provisions of A Aktiengesellschaft and the relevant Group Company for the 

treatment and handling of IT Systems must be observed at all times. 
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III. Use of IT Systems

1. Principles of Use

Unless mandatory statutory rules are directly applicable, the use of IT Systems within 

A is governed by the individual employment contracts of A Employees and the 

agreements with work councils or other agreements governing the employment rela-

tionship. The following disclosure must be placed on all e-mails:

This e-mail may contain conidential and/or privileged information. If you are not the 
intended recipient (or have received this e-mail in error) please notify the sender im-
mediately and destroy this e-mail. Any unauthorized copying, disclosure or distribution 
of the contents of this e-mail is strictly forbidden. 

Some Companies may have to include required ields concerning board of manage-

ment, managing directors or commercial register in their e-mails. 

2. Use of IT Systems, Particularly Internet and e-mail, for Business Purposes

IT Systems are provided for business use and shall be utilized in an appropriate way 

only for your job function. Employees may only use their own A internet access or 

e-mail account. It follows that except for use authorized by your supervisor in cases 

of absence, no other person may use your PC or A e-mail account. Passwords may 

usually not be given to other persons. 

3. Private Use of IT Systems

As a general rule, the IT Systems made available by A for business use must not be 

used for private communications or the storage of private data. In exceptional cases 

private use may be tolerated. If a A Company has adopted a written policy regarding 

the private use of internet/intranet connections and e-mail accounts you must abide 

by such policy. 

Even if the private use of IT Systems is permitted, any such use must not interfere with 

your job or A‘s operating processes. 

The private use of the internet or e-mail must not result in Employees committing 

criminal ofenses or illegally downloading copyrighted iles and storing them on Com-

pany data carriers or illegally distributing them via their e-mail account. In addition, 

the transmission of e-mails or iles with religious, political, extremist or pornographic 

content is prohibited. 
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IV. Retention and Archiving Obligations

Both the retention and the archiving of certain data are governed by detailed statutory 

provisions which must be observed by A. Electronic data processing is only one of 

many possible forms of retention and archiving. 

As a rule, the following must always be ensured in the retention and archiving of data:

• Orderliness of archiving.

• Completeness of data.

• Security of the retention method.

• Protection from modiication and corruption of data.

• Protection from data loss (backup).

• Use of data by authorized persons only (‘need-to-know’ principle).

• Compliance with statutory or company retention periods.
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15. Group Policy

Use of Company Equipment 
As amended on April 1, 2011

A uses equipment such as machinery, tools, consum-

ables and ofice supplies in its daily activities. To ensure 

smooth running of its various operations, care and cau-

tion must be taken when using such equipment and sup-

plies. 

This Group Policy discusses the proper use of such equip-

ment (but does not cover IT equipment which is the sub-

ject of Group Policy No. 14 in this Manual). 
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I. General Principles for the Use of Com-
pany Equipment

As a rule, A equipment should only be used for work purposes. Limited exceptions 

may be made by each local A Company. However, whenever A equipment is used, 

whether for business or private purposes, the standard of care set forth below must be 

observed. 

II. Standard of Care for the Use of Com-
pany Equipment

A Employees are required to observe the following rules when using company 

equipment: 

• All equipment must be treated with due care and diligence.

• Equipment must be maintained, cleaned, and otherwise serviced as necessary. 

• Equipment must be used in an economical manner. Excessive wear or consump-

tion of consumables such as electricity, water, gas or oil must be avoided. 

• All operating instructions for the equipment must be read before using. Speciic 

instructions about the equipment given to an Employee by his/her supervisor 

must be followed. 

• Equipment must be appropriately protected from theft, loss, misuse or unautho-

rized use. 
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III. Private Use of Company Equipment 

Personal use of company equipment will only be permitted in exceptional cases and then 

only with the prior consent of the Employee’s supervisor. 

In each case the following has to be ensured as to private use: 

• It will only be permitted for short durations and generally only over weekends or 

on legal Holidays.

• It will not interfere with A operating processes. 

• It will not serve for the Employee’s own commercial activities. 

• It is always at the Employee’s own risk. 

Furthermore, special guidelines of the local A Company have to be observed. 
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16. Group Policy

Health, Occupational and Environmental 
Safety
As amended on April 1, 2016

The health and safety of our Employees as well as the sus-

tainable use of resources are of paramount importance to 

A. All A facilities are planned, monitored, inspect-

ed, serviced and maintained with the goal of eliminating 

dangers and hazards and preventing occupational diseas-

es and accidents. A gives guidance to its Employees 

and provides instructions on workplace safety constantly.

This Group Policy is designed to inform Employees about 

the guidelines of prevention of health, occupational and 

environmental safety.
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I. Work Hours

Occupational health and safety of our Employees is supported by arranging the working 

hours in a suitable way. A complies with the relevant laws and regulations as well as 

valid labor agreements governing working hours, prescribed by law.

II. Health, Occupational and Environmen-
tal Safety

All employees are expected to consider the health and safety of themselves and any third 

parties who are afected by them and the sustainable use of resources  in the perfor-

mance of their work. 

Speciically:

• Each A Company appoints in accordance with governmental requests at 

least one Oficer who is responsible for the implementation and maintenance of 

measures regarding health-, ire-, explosion- and environment protection.  

• To ensure and improve health, occupational and environmental safety, A 

trains and instructs its Employees. When fostering awareness, the own respon-

sibility of each employee for himself and his working environment is of major 

importance. Any instructions have to be followed.

• Individual responsibility and personal initiative are a contribution to health, 

occupational and environmental safety. All Employees of A must promptly 

report any serious immediate hazard to health, safety or environment to their 

supervisor, to facilitate immediate action as well as an investigation. 

• Employees are encouraged to make suggestions for the improvement of occupa-

tional safety at any time.

• A provides appropriate protective devices and equipment to its Employees 

and Employees must use all such equipment when performing their work.

• Where economically feasible, A reduces environmental impact and the use 

of non-renewable resources and improves environmental performance through 

measures to improve energy and resource eficiency.
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